
Privacy Policy of the 10th Beijing Xiangshan Forum 

I. Collect and Use User's Personal Information 

(I) Situations and Types of Personal Information We Collect 

1. Registration 

While you register an online account, we will collect your necessary 

personal information, including basic personal information (e.g. name, 

contact information, and email address), and personal identity 

information (e.g. ID card number, and passport number). After becoming 

a user of the Platform, you can contact us through the contact information 

provided in [XII. Contact Us] to modify your personal information, like 

name, nationality, date of birth, contact information, gender and email 

address. 

2. Information Caused by Using Platform Functions and Services 

(1) Information You Provide to Us 

When you use functions or services, you can contact us through 

the contact information provided in [XII. Contact Us] to give 

feedback on the problems of your experience in the functions or 

services of the Platform. This may help us better understand your 

experience in and demand for the use of our functions or services 

and improve our functions or services. 

(2) Information We Collect During Your Use of Functions and 

Services 

To provide you with intelligent hardware or software and page 

display and result search functions that better satisfy your needs, 

aid you in understanding platform adaptability and identify 

abnormal account status, we may automatically collect and save 

your platform access traces, web browsing history and other 

personal information, including but not limited to: 

Device information: Based on specific permissions you grant 

during software installation and use, we will receive and record 

information related to the device you use (e.g. device type, 



platform name, device identification number, system version, 

device manufacturer, hardware serial number, the device's public 

network IP, IMEI serial number, operator name, cell phone 

number, mobile country code and mobile network code, browser 

UA, physical address of network card, operating system version 

and type, CPU type and hostname) and information related to the 

position of your device (e.g. IP address, GPS/BeiDou location 

information, and sensor information that can provide such 

relevant information, like Wi-Fi access points, Bluetooth and 

base station). 

Log information: When you use the functions or services provided 

by our website or client, we will automatically collect details of 

your use of services and save them as a web log. Such information 

may include your search results, IP address, browser type, 

telecoms operator, the language used, access date and time, web 

browsing history and call status information.  

Please note that device information, log information, and the 

keywords searched out alone cannot be used to identify the 

information of a specific natural person. If we combine such 

non-personal information with other information for the purpose 

of identifying a particular natural person or use it in conjunction 

with personal information, such non-personal information will be 

considered personal information during the period of the 

combination. Unless authorized by you or otherwise stipulated by 

laws and regulations, we will anonymize and de-identify this kind 

of personal information. 

When you contact us, your necessary personal information for the 

purpose of verifying your identity is required to ensure the security 

of your account. To facilitate contact with you, help you solve your 

problems as soon as possible or record the relevant problem 

treatment plan and results, we may keep the communication/call 



records and contents between us (e.g. account information, other 

information you provide to prove relevant facts, or contact 

information your leave, like telephone number and email address). 

(3) Information We Collect During Your Use of Personalized 

Recommendation Services 

We may collect information about your use of services to provide 

you with better and more personalized services (e.g. more 

personalized and consistent services on different servers or 

devices), offer input recommendations, customer service reception 

or information push that better fits your needs, help you 

understand platform adaptability, and identify abnormal account 

status. Such information includes device information, logs, and 

service usage information. 

Log information: When you use the functions and services 

provided by our website or client, we will automatically collect 

details of your use of functions and services and save them as a 

web log. Such information may include your IP address, browser 

type, telecoms operator, the language used, access date and time, 

access duration, characteristics of software and hardware, web 

browsing history, and cookies of the Platform's functions or 

services. 

Service usage information: We will record the information and 

setting information (e.g. remembering the password and changing 

the password and time) you submit or generate when using the 

functions or services of the Platform. 

(4) Location Information (e.g. Accurate Positioning Information) 

It refers to information about your location we collect when you 

enable the device positioning function and use our position-based 

services, e.g. the geographical location information collected via 

GPS or WiFi when you use our services through a mobile device 

with a positioning function. 



(5) Other Additional Services 

Persons who have various needs during COP14 can consult us on 

the Platform through instant messaging and comments. If you 

want to use this function, according to the requirements of 

real-name system management, you may need to provide your real 

name, personal identity information (e.g. ID card number, and 

passport number) and contact information for us to carry out 

real-name authentication. 

If you choose not to provide such personal information for the 

above additional services, you can still use other functions 

normally. 

(II) Our Use of Your Personal Information 

(1) When we provide services, we may use your information for 

identity authentication, customer services, security precautions, 

fraud monitoring, archiving and backup purposes to ensure the 

security of the products and services provided by us to you. 

(2) We may use your information to help us design new services and 

improve our existing services through information data analysis. 

(3) We may use your information to give us a better understanding of 

how you use our services to respond specifically to your individual 

needs, such as language settings, location settings, personalized 

help services and instructions, or to respond to you and other users 

of our services in other ways. 

(4) We may use your information to assess and improve the 

effectiveness of advertising and other promotional activities in 

our services. 

(5) We may use your information to update our software certification 

or management software. 

(6) After collecting your personal information, we will de-identify 

your data through technical means, and the de-identified 

information will not be able to identify the subject. Please 



understand and agree that in this case, we have the right to use the 

de-identified information; and on the premise of complying with 

relevant laws and regulations, we have the right to conduct 

integrated analysis and utilization of the user database, including 

your personal information. 

(7) We will seek your prior consent when we use your information 

for other purposes not specified in this Policy. 

(III) Permissions on Mobile Terminals 

1. Permission Scope of Mobile Terminals 

(1) To ensure the security and legality of your mobile terminals, 

the authenticity of your login identity and the security of your 

account, we need to collect the following basic information 

about your terminal devices: MAC address, unique terminal 

identification code, SIM card information, IMSI information, 

IMEI information, terminal version and model, network IP, 

device number, network type, and mobile phone brand 

information. 

(2) To ensure the normal operation of your mobile terminals, the 

normal loading of the H5 page and the normal display of the 

pages and functions you are requesting, we need you to 

authorize the mobile terminals to receive the 

picture/multimedia contents on your terminal devices and 

obtain the terminals' storage function. 

(3) If you need to use your mobile terminals’ intelligent voice 

translation and intelligent voice assistant functions, you shall 

authorize the mobile terminals to obtain the microphone 

permission on your terminal devices. Otherwise, you cannot 

use the corresponding functional services. 

(4) If you need to use the positioning and navigation function, you 

shall authorize your mobile terminals to obtain the location 

information permission on your terminal devices. Otherwise, 



you cannot use the corresponding service. 

(5) If you need to use the public WiFi in a venue, you shall 

authorize your mobile terminals to obtain mobile network 

information and WiFi connection information on your terminal 

devices, and change the terminals' network connection status 

permission. Otherwise, you cannot use the corresponding 

functional service. 

(6) If you need to contact the official hotline of COP14, or call 

relevant persons when you find suitable supply and demand 

information, you shall authorize your mobile terminals to 

obtain the permissions to read and write the address book and 

make phone calls on your terminal devices; if you need to 

contact someone by email, you shall authorize the mobile 

terminals to obtain the permissions to read the application list 

and activate email-related applications on your terminal 

devices; if you need to contact someone by SMS or MMS, 

you shall authorize the permission to read and write 

SMS/MMS on your terminal devices. Otherwise, you cannot 

directly use the corresponding functional services. 

You can also get in touch with contact persons by entering or 

pasting their contact information you write down or copy into 

an external application. 

(7) If you need to update or upgrade your mobile terminals through 

their built-in update and upgrade function, you need to 

authorize the mobile terminals to obtain the permissions to 

install files and read the application list. Otherwise, you cannot 

use the corresponding function. 

(8) To help you better understand the latest information about 

COP14, we may push relevant information to you through 

mobile terminals. 

You can view and cancel the above authorization information 



on the terminal devices. 

2. On the premise of complying with national laws, regulations and 

policies, the Platform may collect relevant information from you to 

ensure service quality. 

To ensure the security, availability and stability of our services and help 

us better understand the operation of your mobile terminals, we may 

record and read relevant information, e.g. the frequency of your usage, 

crash logs information, overall usage, performance data and source of 

the application.  

(IV) Exceptions with Consent 

In accordance with the law, we do not need your authorization and content 

to collect and use your personal information in the following situations, 

and we may not respond to your request for correction/modification, 

deletion, cancellation, withdrawal of consent or request for information: 

(1) Related to national security and national defense security; 

(2) Related to public safety, public health and major public interests; 

(3) Related to judicial or administrative enforcement, such as 

criminal investigation, prosecution, trial, and execution of 

judgments; 

(4) It is difficult to get your consent in order to protect the life, 

property and other important legitimate rights and interests of 

the subject of personal information or other individuals; 

(5) The personal information collected is disclosed by you to the 

public;  

(6) Collection of personal information from legally disclosed 

information, such as legal news reports, government information 

disclosure and other channels; 

(7) Necessary for the execution and performance of relevant 

agreements or other written documents with you; 

(8) Those necessary to maintain the safe and stable operation of the 

products or services provided, such as finding and dealing with 



faults of the products or services; 

(9) Necessary for legitimate news reporting; 

(10) When it is necessary for an academic research institution to 

carry out statistics or academic research based on the public 

interest, and the results of academic research or description are 

provided to the outside, the personal information contained in 

the results is de-identified;  

(11) Other circumstances stipulated by laws and regulations. 

Please note that by agreeing to our use of the above information and 

permissions, you are authorizing us to collect and use such personal 

information. By disabling these permissions, you are canceling such 

authorization, and in this case, we will no longer collect and use your 

personal information, nor will we be able to provide you with the relevant 

functions corresponding to such authorization. Your decision to disable 

the authorization will not affect the previous processing of personal 

information based on your authorization. 

Please be assured that, except for the above exceptions, the personal 

information we collect and use is obtained through legal channels upon 

your authorization. We will not indirectly obtain your personal 

information from any illegal channels. 

II. Use Cookies and Similar Technologies 

To let you get a better access experience and recommend content that you may 

be interested in, we will use Cookies and similar technologies such as pixel 

tags/beacons and scripts (hereinafter collectively referred to as "Cookies"). By 

using Cookies, we can store the information about visits and visitors, and 

provide you with better and more services by analyzing data. If you click 

"Agree" when the Cookie notification is displayed to you, it means that you 

agree to accept our use of Cookies to provide you with services. 

You can modify your acceptance of Cookies or reject our Cookies, but if you do 

this, you may not be able to use Cookies-dependent services or functions in 

some cases. 



III. Entrust Third Parties to Process, Share, Transfer, or Publicly Disclose 

Users' Personal Information 

(I) Processing by Entrusting Third Parties 

Some of our modules or functions may be provided by external 

service providers. For example, we may hire professional data 

processing service agencies to provide technical support for data 

analysis for the Platform.  

We will sign strict non-disclosure agreements with the companies, 

organizations, and individuals we authorize for processing personal 

information, so that they handle all personal information as per our 

requirements, privacy policy, and other confidentiality and safety 

measures. 

(II) Sharing 

To facilitate your contact and communication with other users of 

COP14, the personal information you fill in and submit on this 

website (ID card number and passport number excluded) will be 

shared between the supply and demand parties participating in 

COP14. You confirm and explicitly agree that we can share your 

information with certain subjects in the form set forth above. We will 

take appropriate technical measures for your information to ensure 

information security. 

In addition, we will share your personal information with third parties 

under the following circumstances: 

(1) With your consent, we will share your personal information 

with third parties other than the authorized partners of 

COP14. 

(2) We may share your personal information in accordance with 

laws and regulations, the requirements of dispute resolution 

procedures, or the mandatory requirements of administrative 

and judicial organs.  

(3) We will share your personal information with our affiliates. 



However, we only share it on a need-to-know basis and will 

be bound by the purposes stated in the Policy. If we share 

your sensitive personal information (e.g. your personal 

identity information) or our affiliates are to change the 

intended purposes stipulated in the Policy for which they use 

and process your personal information, we will seek your 

consent again. 

(4) We may share your personal information with the authorized 

partners of COP14 to ensure the smooth provision and 

completion of our products and/or services. However, we 

will only share your personal information for legitimate, 

justified, necessary, specific, and explicit purposes, and will 

only share the personal information necessary to provide our 

products and/or services. Our partners have no right to use 

the shared personal information for any other purposes. 

We will sign strict confidentiality agreements with companies, 

organizations, and individuals with which we share personal 

information, and require them to process personal information in 

accordance with our instructions, this privacy policy, and any other 

relevant confidentiality and security measures. 

The functions or services of the Platform contain links to other 

websites. Unless otherwise stipulated by law, the Platform assumes 

no responsibility for the privacy protection measures of other 

websites. We may add the websites of business partners or shared 

brands whenever the need arises, but the information provided to 

them will be comprehensive information. We will also not disclose 

your identity. 

(III) Transfer 

We will not transfer your personal information to any company, 

organization or individual, except under the following circumstances: 

(1) After obtaining your express consent, we will transfer your 



personal information to other parties. 

(2) If personal information transfer is involved in case of merger 

or dissolution, we will inform you of this transfer, and 

require the new company or organization that holds your 

personal information to be subject to this privacy policy. 

Otherwise, we will request the company or organization to 

re-request authorization from you. 

(IV) Public Disclosure 

We will disclose your personal information only in the following 

cases: 

(1) With your express consent. 

(2) Disclosure based on law: We may disclose your personal 

information in accordance with the law, legal procedure, 

litigation, or mandatory requirements of the competent 

government authorities. 

IV. Protect Users' Personal Information 

(I) Information Storage Location 

We will store all the collected information in the territory of China in 

accordance with laws and regulations. However, as our platform 

provides the functions and services to global users, as for the personal 

information collected or generated when users outside the territory of 

the People's Republic of China are using the functions or services of 

the platform, the users have to agree to transfer back to and store the 

information on the servers within the territory of the People's 

Republic of China, otherwise, our platform cannot provide any 

services for you. In this case, we will protect your personal 

information with adequate measures according to this policy. 

(II) Period of Information Storage 

We will only keep your personal information for the period required 

to achieve the purpose stated in the policy, unless otherwise stipulated 

by laws and regulations. When the retained personal information 



exceeds the retention period or we stop operating services, we will 

delete or anonymize your personal information. If such measures 

cannot be taken (because, for example, your information has been 

stored in the backup archive), we will safely store your personal 

information and avoid further processing before such information can 

be deleted. 

(III) How We Protect Your Personal Information 

We attach great importance to your personal information security. To 

this end, we have established an information security guarantee 

system in strict accordance with laws and regulations such as the 

Cybersecurity Law of the People's Republic of China, the Baseline 

for Classified Protection of Cybersecurity, the Data Security Law of 

the People's Republic of China and the Personal Information Security 

Specification, and will take technical measures and other necessary 

measures to protect your personal information security. 

(1) We have a data security management system centered on 

the life cycle of data, which improves the security of the 

whole system from organization set-up, system design, 

personnel management, product technology and other 

aspects.  

(2) We use encryption, access control and other technologies in 

our platform to improve the security of personal 

information; use a trusted protection mechanism to prevent 

malicious attacks on personal information; set up an access 

control mechanism to prevent unauthorized access; 

evaluate the data security on a regular basis, and timely 

discover and deal with potential security risks of personal 

information protection. Meanwhile, we have established a 

security management center under which there is an 

information protection department and a data security 

emergency response organization to promote and ensure 



personal information security. Our measures are designed 

to provide you with a level of security commensurate with 

the risk of processing your personal information. 

(3) We will take reasonable and feasible measures to try to 

avoid collecting irrelevant personal information. 

(IV) Handling of Security Incidents 

To address possible risks such as disclosure, damage and loss of 

personal information, we have formulated a number of systems to 

clearly define the classification and grading standards for security 

incidents and security vulnerabilities and the corresponding 

processing procedures. At the same time, we have established a 

special emergency response team for security incidents of the 

platform, which will launch security plans for different security 

incidents according to the requirements of security incident handling 

standards, stop loss, conduct analysis, carry out positioning, develop 

remedial measures, and work with relevant departments on origin 

tracing and analysis. 

In case of any unfortunate personal information security incidents, 

we will inform you within at most thirty (30) calendar days according 

to the requirements of laws and regulations the basic information and 

possible impacts of the same, the treatment measures taken or will be 

taken, suggestions regarding risk prevention and reduction on your 

own, remedial measures offered to you, etc. We will inform you of 

the relevant fact by mail, letter, telephone, push notifications, etc. We 

will take a reasonable and effective way to publish the announcement 

if it is difficult to inform the personal users one by one. 

Meanwhile, we will also report the disposal of the incident according 

to the requirements of the regulatory authorities. 

Although there is no 100% secure network transmission or electronic 

storage method, which makes it impossible for us to guarantee the 

absolute security of personal information, we will take appropriate 



technical and organizational safeguard measures to protect your 

information from theft, loss, abuse and any unauthorized access, copy, 

collection, use, disclosure, change or damage. 

Please use a relatively complex password to assist us in ensuring the 

security of your account. 

If you have any questions about personal information protection, 

please contact us through the contact information agreed upon in this 

privacy policy. If you find your personal information (especially your 

account and password) leaked, please contact us immediately through 

the contact information agreed in [XII. Contact Us] of this privacy 

policy, so that we can take corresponding measures. 

V. User Rights 

(I) Access Your Personal Information 

You have the right to log in to your account at any time and access 

your personal information by yourself, unless otherwise stipulated by 

laws and regulations. 

You can also exercise this right by contacting us through the contact 

information provided in [XII. Contact Us]. 

(II) Correct Your Personal Information 

You are entitled to request us to make corrections if you find any of 

your personal information processed by us is wrong. 

You can also exercise this right by contacting us through the contact 

information provided in [XII. Contact Us]. 

(III) Change the Scope of Your Authorization or Revoke Your 

Authorization 

Within the scope of your authorization to us to collect and process 

your personal information, you can change the scope of your 

authorization or revoke your authorization by changing settings, etc. 

We will push information about the meeting and relevant service 

information to your smart terminal devices by algorithms, but you 

have the right to unsubscribe at any time. You can unsubscribe by 



changing the settings on your smart terminal devices. You can also 

exercise this right by contacting us through the contact information 

provided in [XII. Contact Us]. 

Please understand that some basic personal information is required to 

enable each business function, and that when you cancel your consent 

or authorization, we cannot continue to provide you with the service 

for which you cancel your consent or authorization, and will no 

longer process the corresponding information. However, your 

decision to withdraw your consent or authorization does not affect the 

previous information processing based on your authorization. 

(IV) Constraint on Automatic Decision-making by Information System 

For some business functions, we may make decisions based solely on 

non-manual automatic decision-making mechanisms such as 

information systems and algorithms. If these decisions significantly 

affect your legitimate rights and interests, you have the right to ask us 

for an explanation. We will also provide complaint methods on the 

premise of not infringing on the business secrets or other user rights 

and interests and the public interest. 

(V) Response to Your Above Requests 

To ensure security, you may need to provide a written request or 

prove your identity in other ways. We may ask you to verify your 

identity before processing your request. 

We will reply to your request within thirty (30) days, unless otherwise 

stipulated in this policy. If you are not satisfied or have any questions, 

you can contact us through the contact information provided in [XII. 

Contact Us]. 

For your reasonable request, we will arrange special service 

personnel to contact you. However, we have the right to reject the 

requests that repeatedly occur without justified reason, require too 

many technical measures (for example, it is required to develop new 

systems or fundamentally change the existing practices), pose risks to 



the legitimate rights and interests of others, or are very impractical 

(for example, involving information stored on back-up tapes). 

We will not be able to respond to your request according to relevant 

laws and regulations in case of the following circumstances: 

(1) Directly related to national security and national defense 

security; 

(2) Directly related to public safety, public health and vital 

public interests; 

(3) Directly related to crime investigation, prosecution, trial and 

execution of the judgment, etc.; 

(4) Proofed by sufficient evidence that you have subjective 

malice or abuse of rights; 

(5) Seriously prejudicial to your, other individuals' or 

organizations' legitimate rights and interests if your request 

is responded to; 

(6) Related to business secrets. 

VI. Statistics of Online Information 

To help users better experience the services of the platform and facilitate 

subsequent research, we may automatically collect and save such personal 

information as users' platform access traces, and web browsing history, 

including but not limited to: online identity information (e.g., system account, 

address, email address, and related passwords); internet access history (e.g., 

number of visits, visited pages, access time, and access duration); personal 

device information (e.g., device name, device model, device MAC address, 

unique device identifier, software list, operating system, app version, and 

language settings); location information (e.g., accurate positioning 

information). 

Please note that the information about your searched keywords cannot 

separately identify your identity and is not your personal information. We have 

the right to use it for any purpose. Only when the information about your 

searched keywords is used in combination with other information and your 



identity can be identified, we will regard such information as your personal 

information during the combined use, and will treat and protect it together with 

your search history in accordance with this policy. 

VII. Process Children's Personal Information 

The functions and services of our platform are mainly for adults. The minors are 

not allowed to create their own user accounts without the consent of their 

guardians. 

We will not take the initiative to collect personal information from minors 

directly. For the collection of personal information of children with the consent 

of their guardians, we will use or publicly disclose the same only when 

permitted by law, agreed by guardians or when it is necessary for the protection 

of children. 

Although the laws and customs of different countries define minors differently, 

we deem anyone under the age of 14 as a minor. 

If we find that we have collected the personal information of children without 

the prior consent of the authenticated guardians, we will delete the relevant data 

as soon as possible. 

VIII. Information Collection from a Third Party 

We may collect your personal information indirectly from a third party, which 

only happens under the circumstance when we confirm that the third party has 

obtained your authorization and consent for sharing relevant data with us, or 

when the third party is permitted or required to disclose your personal 

information to us according to law. 

The circumstances under which we may obtain your personal information from 

a third party mainly include: 

(1) Personal information of participants, contacts or other representatives 

and individual audiences provided by a third party, including personal 

internet access history (e.g., browsing and internet use history), 

personal identity information (e.g., names and contact information); 

(2) Personal information of participants, contacts or other representatives 

and individual audiences who watch the live streaming of the meeting 



provided by a third party, including personal basic information (e.g., 

nationality), and personal internet access history (e.g., browsing 

history). 

We will ask the third party to make a commitment to the legality and 

compliance of personal information sources. In case of any illegal acts by the 

third party, we will explicitly ask the other party to bear corresponding legal 

responsibilities. We will understand the scope of authorization and consent of 

personal information processing obtained by the third party, including the 

purpose of use, whether the subject of personal information authorizes the 

transfer, sharing, public disclosure, deletion, etc. The personal information 

obtained from the third party will be used to provide services for you and to 

ensure the accuracy of your relevant records we have. If our processing 

activities of personal information exceed the authorized consent obtained by the 

third party, we will obtain your express consent, directly or through the third 

party providing the information, within a reasonable period of time when 

obtaining the personal information or before processing the personal 

information. 

For the avoidance of ambiguity, the above situations do not correspond to the 

types of personal information we collect. Personal information collected in one 

of the above situations may also be collected in other situations mentioned 

above. 

IX. Legal Statement 

(I) Ownership 

The symbols, logos, texts and graphics of the platform and the 

combination thereof, as well as other symbols, logos, service names, 

etc. of the platform, are exclusive logos of the COP14 in China and 

other countries. Without our written authorization, no one is allowed 

to display, use or otherwise process (including but not limited to 

reproduce, spread, display, mirror, upload and download) such logos, 

or show others that you have the right to display, use or otherwise 

process the same. 



The intellectual property rights of all the products, services, and 

technologies of the platform and all apps or the components/functions 

thereof (hereinafter referred to as “technical services”) shall be 

owned by the platform or the right holder thereof. Unless otherwise 

stated, the platform has all rights (including but not limited to 

copyrights, trademark rights, patent rights, business secrets and all 

other related rights) to publish documents and other information 

(including but not limited to texts, graphics, pictures, photographs, 

audios, videos, icons, colors, layout designs and electronic 

documents) on its website. Without our permission, no one is allowed 

to use the above contents (including but not limited to monitoring, 

reproducing, rebroadcasting, displaying, mirroring, uploading or 

downloading any content published on the platform with any 

program or equipment). Anyone who is authorized to browse, 

reproduce, print and spread the functions and service information of 

the platform shall not use such content for any commercial purposes 

and must indicate the source thereof and declare that the right thereto 

vests in us. 

(II) Limitation of Liability 

The information (including but not limited to personal information, 

user name, company name, contact person and contact information, 

relevant pictures, news, etc.) uploaded, provided or published by the 

user of the platform shall be provided by such user on his/her own 

and subject to all liabilities according to law. 

The platform hereby reminds you that during your use of the 

functions and services of the platform, you shall abide by the laws of 

the People's Republic of China, and may not endanger network 

security or use the functions and services of the platform to infringe 

others' reputation, privacy, intellectual property rights and other 

legitimate rights and interests. Notwithstanding the aforesaid, the 

platform does not assume any liability for the purpose of your use of 



the functions and services provided by the platform. If you commit 

any illegal use, we have the right to suspend your account and report 

the incident to relevant departments according to law. 

(III) Intellectual Property Protection 

We respect intellectual property rights, and oppose and combat any 

infringement thereof. Any organization or individual who believes 

that the functions and services provided by the platform may infringe 

their legitimate rights and interests may submit a written Notice of 

Infringement to the platform along with legal and valid supporting 

materials through the contact information provided in [XII. Contact 

Us]. We will, upon our receipt of the written notice and the legal and 

valid supporting materials from the intellectual property right owner, 

deal with such issues as soon as possible according to law. 

(IV) Disclaimer 

The platform shall not be liable for any legal, service, information, 

technical and other risks caused by force majeure, network reasons, 

third-party service defects, third-party websites and other reasons. 

When using the apps, software or services provided by third parties, 

in addition to complying with the rules of the platform, it may also be 

necessary to agree to and comply with the agreements or rules of third 

parties. The platform shall not be liable to any third party. 

(V) Applicable Laws and Dispute Resolution 

This policy shall be governed by and interpreted in accordance with 

the laws of the People's Republic of China. Any dispute, claim or 

cause of action arising from this policy or the use of the platform, 

including any dispute related to the existence or validity of this policy, 

shall be settled by both parties through negotiation. If the negotiation 

fails, a lawsuit may be filed at the local people's court where the 

meeting is held according to law. 

If any provision of this policy is held to be invalid or unenforceable, 

such invalidity or unenforceability shall not affect the validity of the 



other provisions, and the remaining provisions shall remain valid and 

enforceable. 

X. Transfer of Information Globally 

In principle, the personal information collected and generated during our 

operations within the People's Republic of China will be stored in its territory. 

However, as our system platform provides the functions and services to global 

users, as for the personal information collected or generated when users outside 

the territory of the People's Republic of China are using the functions or 

services of the platform, the users have to agree to transfer back to and store on 

the servers within the territory of the People's Republic of China, otherwise, the 

current functions or services of the platform may not be used normally. In this 

case, we will protect your personal information with adequate measures 

according to this policy. 

XI. Update the Policy 

We may update the policy in good time to adapt to the development of law, 

technology or commerce. However, without your explicit consent, we will not 

reduce the rights you are entitled to under the policy. We will publish the latest 

version of the privacy policy on this page, and you can view the latest update 

time of the policy at the "Latest Update Date" at the top of the policy. 

If we make significant changes to the policy, we will notify you in an 

appropriate way. After the change of the policy, your continued use of our 

services means that you have fully read, understood and are willing to be bound 

by the revised privacy policy. Such changes to the privacy policy will apply 

from the effective date specified in the push notification. If you disagree with 

the updated privacy policy, you should stop visiting and/or using the platform. 

Significant changes referred to in the policy include, but are not limited to: 

1. Significant changes to our service mode, such as the purpose of 

processing personal information, the type of personal information 

processed, and the manner to use personal information; 

2. Significant changes to our ownership structure and organizational 

structure, etc.; such as changes of ownership caused by business 



adjustments or other reasons; 

3. Changes to main objects which the personal information is shared 

with, transferred to or publicly disclosed to; 

4. Significant changes to your right to participate in the processing of 

personal information as well as the mode of exercising that right; 

5. Changes to the department that is responsible for the personal 

information security, its contact information, and the complaint 

channel; 

6. The impact assessment report on personal information security 

indicates a high risk. 

XII. Contact Us 

If you have any questions, opinions or suggestions about this privacy policy, 

please contact us at +8610 62877209. 

If you are not satisfied with our reply, or you think that our ways to process 

personal information have damaged your legitimate rights and interests, you can 

negotiate with us. If negotiation fails, you can and agree to submit the relevant 

disputes to the people's court with jurisdiction where we are located and apply 

the laws of the People's Republic of China (excluding Hong Kong, Macao and 

Taiwan). 


